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Accountability & Responsibility 
This policy is governed by the accountability and responsibility section found here. 
 

Purpose 
The purpose is to establish and implement procedures to create and maintain retrievable exact copies of sensitive 
information and ensure appropriate secure storage in the event of equipment failure or damage. 
 

Policy 
Travis County will create and maintain exact, retrievable copies of sensitive information and ensure that backup 
media is periodically tested to ensure suitable quality and reliable data restoration. 
 
Travis County will ensure that sensitive information is backed up to disk, tape, other storage technologies, or a 
combination of those technologies on a regular basis to minimize the loss of data in the event of an incident or 
disaster. 
 

Procedure(s)  
In developing the backup schedule, the Chief Information Officer (CIO), or their designee, will consider factors such 
as the following: 
 

• What data (systems, files, directories, and folders) should be backed up 

• How frequently data should be backed up 

• Who is responsible/authorized to retrieve the media 

• Test the copy of the data to make sure the copy of the data is exact and retrievable 
 
A backup schedule should include incremental backups and should include transportation to and storage at a third-
party vendor off-site secure location. 
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