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Accountability & Responsibility 
This policy is governed by the accountability and responsibility section found here. 
 

Purpose 
The purpose is to maintain the policies and procedures implemented to comply with the applicable regulation in 
written (or electronic) form and if an action, activity, or assessment is required, to maintain a written (which may be 
electronic) record of that action, activity, or assessment. 
 

Policy 
Travis County will create, make available, and update documentation required by the HIPAA Security Rule. 
Documentation will be retained for six (6) years or longer, from the date of its creation or the date when it was last 
in effect, whichever is later. 
 

Procedure(s) 
Time Limit 
Travis County will retain the documentation required by the regulation for six (6) years or longer from the date of its 
creation or the date when it was last in effect, whichever is later. 
 
Availability 
Travis County will make documentation available to those persons responsible for implementing the procedures to 
which the documentation pertains. These persons will electronically acknowledge receipt of documentation. 
 
Updates 
Travis County will review the documentation periodically, and update as needed, in response to environmental or 
operational changes affecting the security of the sensitive information. Additionally, Travis County must review and 
update its documentation whenever there is a change in the HIPAA Security Rule or related state, federal, or local 
regulations. 
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