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Preface

• Change History, on page vii
• About This Guide, on page ix
• Audience, on page ix
• Related Documents, on page ix
• Communications, Services, and Additional Information, on page x
• Field Alerts and Field Notices, on page x
• Documentation Feedback, on page x
• Conventions, on page x

Change History
The following table lists the changes made to this guide for Cisco Finesse 12.0(1) release version:
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DateChange

2019Initial Release of Document for Release 12.0(1)

The logo and the product name appearing in the Finesse desktop can
be customized.

The agent desktop has a complete new look and feel as part of the user
experience refresh.

The login flow has a newUser Experience (SSO, Non-SSO, andHybrid
users).

Security Certificates appear in a browser popup and can be individually
accepted.

Agent desktop support includes Internet Explorer 11 native, Microsoft
Edge, Chrome, and Firefox.

The left navigation bar has customizable icons.

The navigation bar can be pinned and unpinned by users to increase
or decrease the Finesse desktop area.

The State Control for Voice and Digital Channels is in the header.

User Options icon has the following options:

• Agent Name

• Agent ID

• Extension

• Send Error

• Sign Out with Reason Codes listed

Desktop popover that informs of any incoming voice or campaign
initiated outbound calls.

Make calls from the dialpad icon in the header either from the
phonebook list or by manually entering the number to dial out.

Use Desktop Chat to chat internally with other agents, supervisors,
and other Subject Matter Experts in the organization.

Workflow support extended to digital channels.

Search and set Wrap-Up reason.

Reverse wrap-up state timer display.

Accessibility for Digital Channel State Control, Queue Statistics,
Desktop Chat, and Team Message.
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DateChange

Dialpad supports text, numbers, and special characters (Only *, #, &,
and +).

From the Actions tab in the Team Performance gadget, the Supervisor
can:

• View the active call details of an agent

• Monitor an agent

• Change the agent state to Ready or Not Ready

• Sign Out the agent

.

The Time in State field in the Team Performance gadget shows the
total duration since the agent has logged out.

Supervisors can use Team Message to broadcast messages to one or
multiple teams. Agents can view these messages as a banner on their
desktop in real-time.

About This Guide
Cisco Finesse has undergone a user experience refresh in release 12.0(1). This guide documents the new look
and feel of the Agent and Supervisor desktop layouts along with release specific features.

The Cisco Finesse Agent and Supervisor Desktop User Guide describes how to use the Finesse agent and
supervisor desktop.

Audience
This guide is intended for Unified Contact Center Enterprise, Packaged Contact Center Enterprise, and Hosted
Collaboration Solution for Contact Center agents and supervisors who use the Finesse desktop.

Related Documents
LinkDocument or resource

https://www.cisco.com/en/US/partner/products/ps11324/products_
documentation_roadmaps_list.html

Cisco Finesse Documentation Guide

https://www.cisco.com/en/US/partner/products/ps11324/tsd_products_
support_series_home.html

Cisco.com site for Finesse
documentation
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Communications, Services, and Additional Information
• To receive timely, relevant information from Cisco, sign up at Cisco Profile Manager.

• To get the business impact you’re looking for with the technologies that matter, visit Cisco Services.

• To submit a service request, visit Cisco Support.

• To discover and browse secure, validated enterprise-class apps, products, solutions and services, visit
Cisco Marketplace.

• To obtain general networking, training, and certification titles, visit Cisco Press.

• To find warranty information for a specific product or product family, access Cisco Warranty Finder.

Cisco Bug Search Tool

Cisco Bug Search Tool (BST) is a web-based tool that acts as a gateway to the Cisco bug tracking system
that maintains a comprehensive list of defects and vulnerabilities in Cisco products and software. BST provides
you with detailed defect information about your products and software.

Field Alerts and Field Notices
Cisco can modify its products or determine key processes to be important. These changes are announced
through use of the Cisco Field Alerts and Cisco Field Notices. You can register to receive Field Alerts and
Field Notices through the Product Alert Tool on Cisco.com. This tool enables you to create a profile to receive
announcements by selecting all products of interest.

Sign in www.cisco.com and then access the tool at https://www.cisco.com/cisco/support/notifications.html.

Documentation Feedback
To provide comments about this document, send an email message to the following address:
contactcenterproducts_docfeedback@cisco.com.

We appreciate your comments.

Conventions
This document uses the following conventions:

DescriptionConvention

Boldface font is used to indicate commands, such as user entries, keys, buttons,
and folder and submenu names. For example:

• Choose Edit > Find.

• Click Finish.

boldface font
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DescriptionConvention

Italic font is used to indicate the following:

• To introduce a new term. Example: A skill group is a collection of agents
who share similar skills.

• A syntax value that the user must replace. Example: IF (condition, true-value,
false-value)

• A book title. Example: See the Cisco Unified Contact Center Enterprise
Installation and Upgrade Guide.

italic font

Window font, such as Courier, is used for the following:

• Text as it appears in code or that the window displays. Example:
<html><title>Cisco Systems, Inc. </title></html>

window font

Angle brackets are used to indicate the following:

• For arguments where the context does not allow italic, such as ASCII output.

• A character string that the user enters but that does not appear on the window
such as a password.

< >
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C H A P T E R 1
Cisco Finesse Desktop Interface

When you sign in to Cisco Finesse, the appearance of the desktop depends on whether your role is that of an
agent or a supervisor. Supervisors have additional features that appear on their desktops. The supported
resolution for the Finesse desktop is 1366 x 768 or higher.

This chapter describes the interface of the Finesse desktop for agents and supervisors. The Finesse desktop
is customizable. Your administrator may add custom gadgets to the desktop or change the appearance. This
guide discusses the Finesse desktop as it appears out of the box.

• Finesse Agent Desktop, on page 1
• Finesse Supervisor Desktop, on page 4
• State and Call Timers, on page 6
• Finesse Desktop Behavior, on page 7
• Finesse Desktop Failover, on page 7
• One Finesse Desktop or Finesse IPPA Session Per Agent, on page 8
• Multiline Support, on page 9
• Accessibility, on page 9

Finesse Agent Desktop
The following figure shows the Cisco Finesse agent desktop as it appears when you first sign in. Your initial
status is Not Ready.
Figure 1: Cisco Finesse Agent Desktop

Cisco Finesse has undergone a user experience refresh in release 12.0(1).Note

After you sign in, you can change your status to Ready to make yourself available for calls. The buttons in
the call control area change depending on the situation.

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
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For example, the following buttons are available in the described situations:

Buttons AvailableSituation

Consult, Direct Transfer, Hold, Keypad, and EndWhen you are on a call

Conference, Transfer, Retrieve, and EndWhen there is a call on hold and you are on a consult
call

Hold, Consult, Direct Transfer, Keypad, and EndWhen you are on a conference call

The Finesse agent desktop provides the following out of the box functionality:

• Basic call control: Answer, hold, retrieve, end, and make calls.

• Toaster Notifications: Notification that informs of any voice calls when the Finesse desktop window or
tab is inactive.

• Desktop notifications:

• For incoming voice calls: Popover with configured customer details appears with the Answer button.

• For campaign initiated outbound calls: Popover with configured customer details appears with the
Accept or Decline buttons.

• Advanced call control: Make a consult call and transfer or conference the call after the consultation.

• Agent state and call timers: The agent state timer indicates the duration in Ready or Not Ready state.
The call timer indicates total call time, hold time, and wrap-up time.

• Single-step transfer: Transfer a call without first initiating a consultation call.

• Preview Outbound calls: Preview the customer information for the call before you choose to accept,
reject, or close the contact.

• Schedule a callback: Schedule a callback for an Outbound Dialer call to call a customer back at a more
convenient time.

• Preview Outbound Personal Callback calls: After you preview a personal callback call, you can choose
to accept or reject the contact.

• Direct Preview Outbound calls: Preview the customer information for the call before you choose to
accept, reject, or close the contact.

• Reclassify a Direct Preview Outbound call: If you do not reach the customer, you can reclassify the call
as Answering Machine, Fax/Modem, Busy, or Invalid Number.

• Send DTMF digits: Send DTMF digits to interact with an IVR system.

• Not Ready and Sign Out reasons: Reasons to indicate why you are changing your status to Not Ready
or Sign Out (your administrator defines these reasons).

• Wrap-Up Reasons: Wrap-Up Reason for each call (your administrator defines the Wrap-Up Reasons).

• Phonebooks: List of contacts from which you can select one to call (your administrator defines what
contacts appear in your phonebook).

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
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• Workflows: Your administrator can define workflows that are triggered by call and digital channels
events (for example, your administrator may create a workflow that causes a browser pop on your desktop
when a call arrives).

• Language support: If your administrator installed Finesse language packs, when you sign in to Finesse,
you can choose from a list of supported languages for the desktop.

• System Reason Codes: Due to system generated events, your state may change to either Not Ready or
Sign Out with system generated reason codes. In this case, agent state is displayed in yellow.

• Desktop Chat: You can chat with other agents, supervisor, or with other Subject Matter Experts in the
organization.

• Making a Call: You canmake a call from the dialpad, by either entering the number or using the one-click
option in the phone book.

• Team Message: Teams can view the messages sent by their repective supervisors and take necessary
action.

The functionality available to you depends on what your administrator has configured. For example, if your
administrator did not define Wrap-Up Reasons, you cannot choose a wrap-up reason.

Unified CCE uses ASCII encoding (8-bits), while Finesse uses UTF-8 encoding (32-bits), so the First Name
field in the call control area is truncated to only 16 characters.

Note

Finesse Queue Statistics Gadget

The Finesse agent desktop also provides a Queue Statistics gadget. The Queue Statistics gadget displays
information about the queues to which you are assigned. You can click the column headers to sort information
in ascending or descending order. The Queue Statistics gadget provides information about the following:

• Queue Name: Name of the queue.

• # Calls: Number of calls waiting in the queue.

• Max Time: Duration of the oldest call has been in the queue.

• Ready: Number of agents assigned to the queue who are in Ready state.

• Not Ready: Number of agents assigned to the queue who are in Not Ready state.

• Active

• In: Number of agents assigned to the queue who are on inbound calls.

• Out: Number of agents assigned to the queue who are on outbound calls.

• Other: Number of agents assigned to the queue who are on internal consult calls.

• Wrap-Up

• Ready (Pending): Number of agents assigned to the queue who will transition to Ready state when
Wrap-Up ends.

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
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• Not Ready (Pending): Number of agents assigned to the queue who will transition to Not Ready
state when Wrap-Up ends.

For additional information about how the Queue Statistics gadget collects and displays statistics, see the gadget
description provided in Finesse Supervisor Desktop, on page 4.

Finesse Supervisor Desktop
The following figure shows the Cisco Finesse supervisor desktop.
Figure 2: Finesse Supervisor Desktop

Cisco Finesse has undergone a user experience refresh in release 12.0(1).Note

Finesse Supervisor Desktop provides call control functionality and the following:

• Team Performance gadget

• Queue Statistics gadget

• Team Message

To ensure all features of the Finesse supervisor desktop work properly, you must disable pop-up blockers.Note

Team Performance Gadget

On the Team Performance gadget, you can select a team from a list of teams assigned to you. You can view
the agents on that team, their current state, the time in state, their recent call history, and state history and their
extension. Click the column headers to sort the information by Agent Name, State, Time in State, or Extension.

The Time in State field refreshes every 10 seconds. When an agent's state changes, the Finesse server sends
out an agent state notification and the timer resets to 0. An agent state change includes changing from Not
Ready with a reason code to Not Ready with a new reason code.

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
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For the logged out agent, the Time in State field shows the total duration since the agent has logged out. For
the time in the logged out state to be displayed, the agent must have logged in or changed the state at least
once via Finesse desktop or through other applications post Finesse server restart. If not, this field displays a
blank value.

Note

Team Performance gadget also provides the following functionality:

• Silent monitoring: Silently monitor an agent's call.

• Force state change: Force an agent into Ready or Not Ready state or sign out an agent.

When you silently monitor an agent, the Barge In button appears in the call control area. Click this button to
barge in to a call between the agent and customer. After you barge in, you can choose to intercept the call by
dropping the agent.

As Unified CCE uses ASCII encoding (8-bits), while Finesse uses UTF-8 encoding (32-bits), the First Name
field in the Team Performance window is truncated to only 16 characters.

Note

Finesse Queue Statistics Gadget

The Queue Statistics gadget displays a list of the queues for which you are responsible. Click the column
headers to sort the information in ascending or descending order.

The Queue Statistics gadget provides the following columns:

• Queue Name: Name of the queue

• # Calls: Number of calls waiting in the queue

• Max Time: Duration of the oldest call has been in the queue

• Ready: Number of agents assigned to the queue who are in Ready state

• Not Ready: Number of agents assigned to the queue who are in Not Ready state

• Active

• In: Number of agents assigned to the queue who are on inbound calls

• Out: Number of agents assigned to the queue who are on outbound calls

• Other: Number of agents assigned to the queue who are on internal consult calls

• Wrap Up

• Ready (Pending): Number of agents assigned to the queue who will transition to Ready state when
wrap-up ends.

• Not Ready (Pending): Number of agents assigned to the queue who will transition to Not Ready
state when wrap-up ends.

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
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The following notes provide additional information about how the Queue Statistics gadget collects and displays
statistics:

• Finesse does not compute the queue statistics, it receives the queue statistics from Unified CCE instead.

• Finesse does not display the queue statistics for the default queue (default skill group on Unified CCE).

• The Active Out statistic includes agents talking on outbound calls placed by those agents. It also includes
non-routed calls placed to external devices that are not monitored by Unified CM and to devices in a
different Unified CM cluster. It does not include agents on Outbound Option calls.

• If an agent places a direct call to another agent's extension, Unified CCE increments the Active Out
statistic for the default queue (skill group). However, as Finesse does not display the queue statistics for
the default queue, the Active Out statistics do not change for any of the Finesse queues to which the
agent is assigned.

Team Message

Supervisors can broadcast messages to their teams. Teams can view the messages sent by their repective
supervisors and take necessary action. This is a one-way communication from supervisors to their teams.

State and Call Timers
The agent state timer appears next to the agent state drop-down when you are in Not Ready or Ready state.
This timer updates every second and the format is mm:ss. If you are in any state for more than one hour, the
format changes to hh:mm:ss (for example, 05:25 or 01:10:25).

When you change state (for example, from Not Ready to Ready or change the reason code of Not Ready),
the timer resets to 00:00.

The Finesse desktop provides call timers in the Call Control gadget (in the format mm:ss). The call timers
provide the following information:

• Total Call Time: Indicates the duration of your current call.

• Hold Time: Indicates the total call on hold time. When you place a call on hold, this timer shows the
hold time, followed by the total call time in parentheses.

• Wrap-Up Time: Indicates the duration that you have been in wrap-up state. If wrap-up is enabled, you
transition to wrap-up state when you end the call. Depending on the configuration done by the
administrator, the timer can either countdown or count up the time.

If the call exceeds one hour, the timer still displays in minutes and seconds. For example, at one hour and 15
seconds, the timer displays 1:00:15.

If the Finesse server cannot accurately calculate the state time or the call time (such as under certain failover
conditions), the timer displays in the format “- -:- -”

Note

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
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Finesse Desktop Behavior
If the Finesse desktop is not the active window and one of the following event occurs, the Finesse desktop
either becomes the active window or flashes in the taskbar:

• You receive an incoming call on the desktop

• You are signed out due to failover or inactivity

• Your Supervisor signs you out

The Finesse desktop behavior varies based on the browser and the number of tabs opened.

This behavior is for voice contacts (calls) only and not applicable for chat or email contacts.Note

Toaster Notification

When there is an incoming call and the Finesse desktop window or tab is inactive, Finesse displays a notification
with the call details. Click the notification to restore the Finesse desktop.

The Operating System controls the position of the notification and might display it at any one of the four
corners of your computer screen.

Internet Explorer does not support toaster notification.Note

Finesse Desktop Failover
In a contact center deployment, Cisco Finesse is installed on two nodes. If the Finesse server that you are
currently signed in goes out of service, a banner appears at the top of the desktop notifying that the desktop
has lost connection to the server.

The Finesse desktop checks if the current Finesse server state is recovered and if the alternate Finesse server
is available.

If the current Finesse server recovers, the desktop is reconnected. If it does not recover and the alternate server
is available, your desktop redirects to the alternate server and automatically signs you in.

When the desktop fails over or reconnects, if the last state you selected prior to the failover was Ready, Finesse
attempts to preserve that state. When Finesse recovers, the desktop attempts to send a request to put you back
in Ready state.

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
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When the desktop tries to connect to the alternate server, you may see the following pop-up message:

Following certificates should be accepted before using Cisco Finesse Desktop.....

If you are unable to accept the security certificates and see a request to accept the certificates again, close the
pop-up and continue to sign in.

Note

The Finesse desktop can only preserve Ready states that were selected on the same desktop. The following
exceptions apply:

• If you are in Wrap-Up state when the desktop recovers, Finesse does not send a request because that
would automatically end your wrap-up session. After the wrap-up timer expires, your state is determined
by Unified Communications Manager and may depend on the type of failover that occurred.

• If your state was changed to Not Ready (either by your supervisor or by the system (for example, Ring
No Answer), your selection of Ready is not preserved.

• If you are configured in the system to automatically go in to Wrap-Up state after each call and are on a
call that ends while the desktop is still unavailable, your selection of Ready may not be preserved. This
is to ensure that you have time to complete your wrap-up session after Finesse recovers from the failover.
This also applies if you selected a pending state of Ready, as the pending state only applies after wrap-up
is complete.

• Unsolicited state changes are not taken into account. For example, if a supervisor changes your state to
Ready (you did not select Ready), your Ready state may not be preserved. If your last selection was
Ready and the system attempts to change your state to Ready (such as for Ring NoAnswer), your selection
of Ready is preserved.

Note

One Finesse Desktop or Finesse IPPA Session Per Agent
Finesse has the following agent session behavior:

• Finesse does not support agents simultaneously sign in to Finesse desktop and Finesse IPPA. Agents
must sign in to Finesse desktop or Finesse IPPA.

• Finesse can support a mix of agents where some agents use Finesse IPPA and other agents use Finesse
desktop (license permitting).

• When agents are signed in to the Finesse desktop or Finesse IPPA, they can also simultaneously sign in
to a third-party application using the Finesse API. (This setup is considered a custom development.
Similar to other Finesse customizations, the customer or partner is responsible for proper development
and testing of this custom setup.)

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
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Multiline Support
If multiline is configured, you can have one or more secondary lines on your phone. Finesse does not publish
or display any information about the secondary lines on the Finesse desktop.

Accessibility
The Finesse desktop supports features that improve accessibility for low-vision and vision-impaired users.
The following table shows how to navigate the Finesse desktop using the accessibility features.

Use the Following KeysTo Perform the Following ActionsDesktop Element

F6Move between the address bar and the
frames (in Internet Explorer only)

Address Bar

Sign-in Page

Tab and Shift-Tab from the ID fieldAccess the drop-downLanguage Selector
Drop-Down

Alt-Down Arrow or EnterOpen the drop-down

Up and Down ArrowsScroll the drop-down

EnterSelect a language

EscHide the drop-down

Tab and Shift-TabAccess and display a tooltipMobile Agent Help
Tooltips

EscHide a tooltip

Tab and Shift-TabToggle between the certificate linksCertificate Acceptance

EnterOpen the certificate link to accept the
certifiate

Call Control Gadget

EnterAccept the incoming callIncoming Call Popover

Tab and Shift-TabAccess the call control gadget, phone
book, and keypad

Call Control Gadget
Navigation

EnterOpen and close the call control gadget

Arrow keysNavigate the phone book contact entriesPhone Book

EnterSelect the contact to make a call

EnterSelect the contact to copy the number to
the dialler
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Use the Following KeysTo Perform the Following ActionsDesktop Element

Tab, Shift - Tab, and EnterToggle between the phone book and the
keypad

Dialpad

Arrow keys, Tab, and Shift - TabNavigate the keypad number buttons

Press Enter in the number display field

OR

Navigate to the Call button and press
Enter

Make a new call, Transfer a call, or consult
a call

Tab and Shift-TabAccess the drop-downWrap-Up Reason
Drop-Down

EnterOpen the drop-down

Up and Down ArrowsScroll the list of wrap-up reasons

Space BarSelect a wrap-up reason

EnterApply the wrap-up reason

EscClose the drop-down

Tab and Shift-TabAccess the Callback and Reclassify
buttons

Callback andReclassify
Dialog Boxes
(Outbound Calls)

Enter (on the respective buttons)Open the Callback and Reclassify dialog
boxes

Press Esc

OR

Navigate away from the dialog boxes
using Tab or Shift-Tab

Close dialog boxes

Tab, Shift-Tab, Up and Down ArrowsNavigate the elementsReclassify Dialog Box

EnterSelect an option

EscClose the Reclassify dialog box

Tab and Shift-TabNavigate to and from the CalendarCallback Date and
Time Calendar

ArrowsNavigate within the Calendar

EnterSelect a Calendar date

Home and EndMove to the first or last days of a month

EscClose the pop-up
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Use the Following KeysTo Perform the Following ActionsDesktop Element

Tab and Shift-TabNavigate the elementsCallback Date and
Time Controls

Up and Down ArrowsIncrease and decrease theHour andMinute
values

EnterToggle the AM/PM button

EscClose the pop-up

Desktop Chat

Tab and Shift-TabToggle between the certificate linksCertificate Acceptance

EnterOpen the certificate link to accept the
certifiate

EnterOpen the drop-down to change the statusChange Status

Arrow Keys, Tab and Shift-TabToggle between the status

EnterApply Status

Tab and Shift-TabToggles between the search resultsSearch Contacts

EscClose the search results drop-down

Arrow Keys, Tab and Shift-TabToggle between contacts and groupsContact List

Ctrl + Up and Down arrowsSelect multiple contacts

Tab and Shift-TabAfter selecting multiple contacts, navigate
to the Move or Delete options

EnterSelect the Move or Delete option

TabNavigate to contact header optionsContact

EnterOpen contact header options

Arrow Keys, Tab and Shift-TabNavigate contact header options

Tab and Shift-TabNavigate through Add, Edit and Delete
Contact windows

EnterSelect an option
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Use the Following KeysTo Perform the Following ActionsDesktop Element

TabNavigate to group header optionsGroup

EnterOpen group header options

Arrow Keys, Tab and Shift-TabNavigate group header options

Tab and Shift-TabNavigate through Edit and Delete Group
windows

EnterSelect an option

Tab and Shift-TabToggle between chat tabsChat Window

EnterSelect chat tab

EnterClose chat tab

EnterClose chat window

EnterResize chat window

EnterMinimize or restore chat window

Team Message

Tab, Shift-Tab, Up and Down arrowsNavigate the elementsTeam Message

EnterSelect an option

EscClose the dialog box

Shift-TabShow recent messages

Tab-EnterBack and Delete

Queue Statistics Gadget

Tab and Shift-TabAccess the Queue Statistics GadgetQueue Statistics Gadget

Tab and Shift-TabNavigate the Queue Statistics table header

Tab and Shift-TabNavigate the Queue Statistics table cells

Desktop

Tab and Shift-TabAccess and display a tooltipSend Error Report

EscHide a tooltip

EnterTo send the error report

EnterTo sign out of the Finesse desktopSign out

Third-Party Gadget
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Use the Following KeysTo Perform the Following ActionsDesktop Element

Tab and Shift-TabAccess the maximize iconMaximize Icon

EnterMaximize and restore a third-party gadget

Digital Channels

Tab and Shift-TabAccess the digital channel agent state
gadget

Agent State

EnterOpen and close the gadget options
drop-down.

EscClose the gadget options drop-down.

Up and Down ArrowsNavigating options in drop-down.

EnterSelect an option in drop-down.

Screen Reader Support

Cisco Finesse also supports JAWS screen reading software for the following elements:

NotesElementPage or gadget

The screen reader reads descriptive text for the help icon.Mobile agent help iconSign-in Page

When a sign-in error occurs due to invalid password or
username, the screen reader reads the error.

In Internet Explorer, the message is read 1 to
3 times.

Note

Invalid Sign in error

The screen reader reads the gadget title (Queue Statistics).TitleQueue Statistics
gadget

The screen reader reads each table header and each cell
in the table.

The values in a cell may not be up-to-date. For
the screen reader to read the latest value, move
to another cell and then return to the old cell.

Note

Table
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NotesElementPage or gadget

The screen reader reads the contents of the phone book.

Note • The screen reader is not able to read the
summary of this table by using
CTRL+INSERT+T. As a workaround,
use the heading key instead.

• The phone book does not support use of
CTRL+ALT+RIGHT/LEFT/UP/DOWN
arrow keys to move between cells in the
table.

• The screen reader does not read the
heading of each column in IE11.

Phone BookCall Control Gadget

The screen reader reads the number of the keypad and
the letters that go with it (ABC, DEF, and so on).

Note • In the table summary, if you select the
table, the screen reader reads the
summary of the table, which is Keypad.

• If you press Enter on a Keypad button
with JAWS enabled, the digits are not
entered or displayed in the edit box on
top of the Keypad.

• If you use Ctrl+Alt+Right, Left, Up, and
Down arrow keys to move between the
cells, extra buttons are read on the
Keypad.

Keypad

The screen reader reads the call row error messages.Call row errors

The screen reader reads all the headings on the Agent
Desktop (HTML elements <h1> to <h6]>).

HeadingsAgent Desktop

During failover, the screen reader reads the statement
from the red banner. When the Failover is complete, the
screen reader reads the statement from the green banner.

Failover Banner

Whenever the agent state changes, the screen reader reads
the new state.

State Change text

The screen reader reads descriptive text for the help icon.Send clients logs help
icon

Desktop
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C H A P T E R 2
Common Tasks

This chapter describes common tasks that agents and supervisors perform. These tasks include signing in and
signing out of the desktop, changing your state, selecting reason codes and wrap-up reasons, and call control
tasks.

• Browser Settings for Agent and Supervisor Desktop, on page 16
• Sign In to Cisco Finesse Desktop, on page 16
• Sign In as Mobile Agent, on page 19
• Accept Security Certificates, on page 20
• Accept Certificates for Live Data Gadget, on page 23
• Sign Out of the Finesse Desktop, on page 25
• Change Your State, on page 25
• Popover Notifications for Digital Channels, on page 27
• Make a Call, on page 27
• Answer a Call, on page 27
• Answer an Outbound Option Preview Call, on page 28
• Answer a Direct Preview Outbound Call, on page 29
• Reclassify a Direct Preview Outbound Call, on page 29
• Schedule a Callback, on page 29
• Answer an Outbound Option Personal Callback Call, on page 30
• Initiate a Consult Call, on page 31
• Transfer a Call (Single-Step Transfer), on page 31
• Send DTMF, on page 32
• Desktop Chat, on page 33
• Apply Wrap-Up Reason, on page 38
• Force Wrap-Up, on page 39
• View My History, on page 39
• View Multiple Live Data Report Views, on page 40
• View Context Service Data, on page 40
• View Team Message, on page 41
• Send Error Report, on page 41
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Browser Settings for Agent and Supervisor Desktop
To ensure that all features of the Cisco Finesse agent and supervisor desktop work properly, you must disable
popup blockers from the following supported browsers:

• Chrome (version 60 or higher)

Ensure to disable the Automatic tab discarding feature in Chrome (version 74
and earlier) to avoid exiting the Cisco Finesse desktop tab when the system
memory is low.

Note

• Firefox (version 52 and higher ESR)

• Edge (41.16299.15.0 or higher)

• Internet Explorer 11.0 (Native Mode)

Apart from disabling popup blockers, to configure the privacy and advanced settings in Internet Explorer,
go to Tools > Internet Options > Privacy. Enter the domain name of Side A and B Finesse servers, and
click Allow.

Sign In to Cisco Finesse Desktop

Extension Mobility brings a user-specific phone profile (including configured extensions for that user) to the
phone being logged in from. After logging in to Cisco Unified Communications Manager with Extension
Mobility, agents can log in to Unified CCX using Finesse.

If you log in to any other Extension Mobility device when you are still logged in to one Extension Mobility
device and Finesse Desktop, you are automatically logged off from the first Extension Mobility device.
However, you have to log out and log in again to Finesse Desktop.

Note

Procedure

Step 1 In the address bar of your browser, enter https://FQDN of Finesse Server:8445/desktop.

Where FQDN of Finesse Server is the fully qualified domain name of the Cisco Finesse server.

Step 2 If your contact center has installed a language pack for Cisco Finesse, on first login, a language selector screen
appears on the desktop. From the language selector drop-down, choose the language that you want to appear
on the desktop. Click Next.
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You can also select a language by passing the locale as part of the URL (for example, https://FQDN
of Finesse server/desktop?locale=fr_FR) or by changing your browser preferred language. The
default language is English (en_US).

If your contact center does not have a language pack installed for Cisco Finesse, the desktop locale
is English only.

Note

Step 3 In the Username field, enter your agent ID or username.

Cisco Finesse agent usernames are restricted to 7-bit printable ASCII characters (any of the 94
characters with the numeric values from 33 to 126). The supported characters are:A-Z and 0-9,,,-,!,
~,`,$,^,&,(,),",',{,},@,..They do not support the following characters, /, \, [,],:,;,|, =,,,+, *,?, <, >.

Note

Step 4 In the Password field, enter your password.
Step 5 In the Extension field, enter the extension of your phone.
Step 6 Click Sign In.

The Sign In button is enabled once the username, password, and extension fields are entered. If
any field is incomplete, the Sign In button remains disabled.

Note

Step 7 To change the language that appears on your desktop, use the Change the Language link to return to the
language selector screen and choose the language.

You are signed into the Cisco Finesse desktop and your status is set to Not Ready. On clicking the user options
on the top right corner, your role (agent or supervisor), agent name, agent ID, extension, and mobile number
appear in the drop-down.

When you log in to the Finesse desktop for the first time, you are prompted to set your preference
for notifications. Choose the option to always receive or allow toaster notifications. Toaster
notifications will not appear if your browser is set to private mode that is New incognito window
in Chrome or New private window in Firefox.

Note

Sign In to Cisco Finesse Desktop Single Sign-On Mode

Procedure

Step 1 In the address bar of your browser, enter https://FQDN of Finesse Server: 8445/desktop.

Where FQDN of Finesse Server is the fully qualified domain name of the Cisco Finesse server.

Step 2 If your contact center has installed a language pack for Cisco Finesse, on first sign-in, a Language Selector
screen appears on the desktop. From the language selector drop-down, choose the language that you want to
appear on the desktop. Click Next.
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You can also select a language by passing the locale as part of the URL (for example, https://FQDN
of Finesse server/desktop?locale=fr_FR) or by changing your browser preferred language. The
default language is English (en_US).

If your contact center does not have a language pack installed for Cisco Finesse, the desktop locale
is English only.

Note

Step 3 In the next page, enter your Username and Password and click Sign In.
Step 4 In the Extension field, enter your extension and click Submit.
Step 5 To change the language that appears on your desktop, click the Change the Language link to return to the

language selector screen and choose the language.

You are signed into the Cisco Finesse desktop and your status is set to Not Ready. On clicking the user options
on the top right corner, your role (agent or supervisor), agent name, agent ID, extension, and mobile number
appear in the drop-down.

On first sign-in, you are prompted to set your preference for notifications. On the sign-in page,
Username field is auto populated and disabled. Choose the option to always receive or allow toaster
notifications. Toaster notifications will not appear if your browser is set to private mode that is
New incognito window in Chrome or New private window in Firefox.

Note

Sign In to Finesse Desktop Hybrid Mode

Procedure

Step 1 In the address bar of your browser, enter http://FQDN of Finesse Server:8445/finext-desktop.

Where FQDN of Finesse Server is the fully qualified domain name of the Finesse server.

Step 2 If your contact center has installed a language pack for Finesse, on first login, a Language Selector screen
appears on the desktop. From the language selector drop-down, choose the language that you want to appear
on the desktop and click Next.

You can also select a language by passing the locale as part of the URL (for example, http://FQDN
of Finesse server/desktop?locale=fr_FR) or by changing your browser preferred language. The
default language is English (en_US).

If your contact center does not have a language pack installed for Finesse, the desktop locale is
English only.

Note

Step 3 On the login page, enter your Username and click Next.
Step 4 If the agent is in SSO Mode, the Finesse login page is displayed. Enter your Extension and click Submit.

If the agent is in Non SSO Mode, enter your Password and Extension. Click Sign In.

Step 5 To change the language that appears on your desktop, click the Change the Language link to return to the
language selector screen and choose the language.
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You are signed into the Cisco Finesse desktop and your status is set to Not Ready. On clicking the user options
on the top right corner, your role (agent or supervisor), agent name, agent ID, extension, and mobile number
appear in the drop-down.

Non SSO users in Hybrid Mode can log in with a different username by clicking the Sign in as a
different user link. This will direct you to the login page to enter your credentials.

Note

On first login, you are prompted to set your preference for notifications. Choose the option to always
receive or allow toaster notifications. Notifications may not appear if your browser is set to private
mode that is New incognito window in Chrome or New private window in Firefox.

Note

Sign In Using IPv6
If directed by your administrator, you can sign in to Finesse using an IPv6-only client. In this case, include
the appropriate HTTP or HTTPS port in the sign-in URL in Step 1 of the preceding procedure.

• For secure access using HTTPS, enter:

https://<FQDN>:8445/desktop

• For HTTP access, enter:

http://<FQDN>:8082/desktop

The remaining steps of the sign-in procedure remain the same for IPv6.

Account Locked After Five Failed Sign In Attempts
If you try to sign in to Finesse with the wrong password for five times in a row, Finesse blocks access to your
account for five minutes. For security reasons, if you try to sign in again during that time, Finesse does not
alert you that your account is locked. You must wait five minutes and try again. Do not attempt to sign in
again when your account is locked, otherwise the lockout timer resets, and you must wait an additional five
minutes.

This restriction applies regardless of how you sign in, be it on the desktop, as a mobile agent, or using the
Finesse IP Phone Agent (IPPA).

Sign In as Mobile Agent
When you sign in as a mobile agent, you can use any phone (home phone or mobile phone) that is accessible
to the contact center phone system to receive calls.

For more information about using the mobile agent feature, see the Cisco Unified Contact Center Enterprise
Features Guide.
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Procedure

Step 1 In the address bar of your browser, enter http://FQDN of Finesse Server/, where FQDN is the fully-qualified
domain name of the Finesse server.

Step 2 In the ID, password, and Extension fields enter your username or agent ID, password, and extension.

For a mobile agent, the extension represents your virtual extension, also known as the local CTI port (LPC).

Step 3 Check the Sign in as a Mobile Agent box.
Step 4 The Mode and Dial Number fields appear. From the Mode drop-down, choose the mode you want to use.

Example:

In Call by Call mode, your phone is dialed for each incoming call and disconnected when the call ends.

In Nailed Connection mode, your phone is called when you sign in and the line stays connected through
multiple customer calls.

Step 5 In the Dial Number field, enter your phone number and click Sign In.

In Nailed Connection mode, the desktop must receive and answer a setup call before sign-in is complete.

You are signed into the Cisco Finesse desktop and your status is set to Not Ready. On clicking the user options
on the top right corner, your role (agent or supervisor), agent name, agent ID, extension, and mobile number
appear in the drop-down.

When you select the Sign in as a Mobile Agent check box and choose a mode (Call by Call or Nailed
Connection), Finesse stores a cookie in your browser that allows the browser to remember these selections.
When you access the sign-in page again, the Sign in as a Mobile Agent check box and Mode are already
selected. These selections persist across sign-ins, browser restarts, and failover scenarios.

However, if you access the alternate Finesse server directly and you have not signed in to this server as a
mobile agent before, you must make these selections again.

Accept Security Certificates
The first time you sign in to the Finesse desktop, you may be prompted to accept security certificates before
you can continue. Unless the certificates are deleted, you have to accept them only once. These certificates
allow the Finesse desktop to communicate over a secure connection to the Finesse server.

Ensure the pop-ups are enabled for the Finesse desktop.

If you are using a Windows client, signed in as a Windows user and using Internet Explorer, you must run
Internet Explorer as an administrator to install these security certificates. In your Start menu, right-click
Internet Explorer and select Run as administrator.

Contact your administrator if you do not have the required permissions to install the security certificates.

Note
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Procedure

Step 1 In your browser, enter the URL for the Finesse desktop.
Step 2 If you use Internet Explorer:

a) A page appears that states there is a problem with the website's security certificate. Click Continue to
this website (not recommended) to open the Finesse sign in page.

b) Enter your agent ID or username, password, and extension, and click Sign In.
c) In the SSL Certificate Not Accepted dialog box, click the certificate link.

A new browser tab opens for the certificate you need to accept. A certificate error appears in the address
bar.

d) To open the Certificate dialog box, click Certificate error > View Certificates.
e) In the Certificate dialog box, click Install Certificate to open the Certificate Import Wizard.

If you are using Internet Explorer 11, the Install Certificate option does not appear until you add Finesse
to your trusted sites.

1. From the browser menu, select Internet Options.

2. On the Security tab, click Trusted Sites > Sites.

3. In the Add this website to the zone field, enter the URL for the Finesse desktop, and click Add.

4. After you click Install Certificate, under Store Location, select Current User to install the
certificate for the current user only, or selectLocalMachine to install the certificate for all Windows
users on that computer.

If you selectLocalMachine, a dialog box appears asking if you want to allowWindows host process
to make changes to this computer. Select Yes.

f) On the Certificate Import Wizard, click Next.
g) Select Place all certificates in the following store and click Browse.
h) Select Trusted Root Certification Authorities and click OK.
i) Click Next.
j) Click Finish.
k) In the Security Warning dialog box, click Yes to install the certificate.
l) In the Certificate Import dialog box, click OK.
m) Click OK to close Certificate dialog box.
n) Close the browser tab. The accepted certificate link is removed from the SSLCertificate Not Accepted

dialog box.

Repeat the preceding steps for all the certificate links. After you accept all the certificates, the sign-in
process completes.

To remove the certificate error from the desktop, you must close and reopen your browser.Note

Step 3 If you use Edge:
a) A page appears stating that the site is not secure. Click Details > Go on to the website (not

recommended) to open the Finesse sign in page.
b) Enter your agent ID or username, password, and extension, and click Sign In.
c) In the SSL Certificate Not Accepted dialog box, click the certificate link.
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A new browser tab opens for the certificate you need to accept. A certificate error appears in the address
bar.

d) To open the certificate information, click Certificate error > View Certificates.
e) In theCertificate Information column, click Export to file, browser to any location on your computer

and save the certificate.
f) From Start, search and open theManage user certificates tool.
g) InManage user certificates, under Certificates - Local Computer, right-click Trusted Root

Certification Authorities and click All Tasks > Import.
h) In the Certificate Import Wizard, click Next.
i) Click Browse, navigate to the location where you exported the certificate, select the certificate, and

click Open.
j) In the Certificate Import Wizard, click Next > Next > Finish.
k) In the Certificate Import Wizard dialog box, click OK.
l) Close the browser tab. The accepted certificate link is removed from the SSLCertificate Not Accepted

dialog box.

Repeat the preceding steps for all the certificate links. After you accept all the certificates, the sign-in
process completes. To remove the certificate error from the desktop, you must close and reopen your
browser.

If you want to add Finesse FQDN to the Trusted Sites of Edge:

1. Open the Control Panel.

2. Search and open Internet Options.

3. Follow Step e of Accepting certificates in Internet Explorer.

Note

Step 4 If you use Firefox:
a) On Your connection is not secure page, click Advanced > Add Exception.

Ensure the Permanently store this exception box is checked.Important

b) Click Confirm Security Exception.
c) On the Finesse sign in page, enter your agent ID or username, password, and extension, and click Sign

In.
d) In the SSL Certificate Not Accepted dialog box, click the certificate link.

A browser tab opens for the certificate that you need to accept.

e) On browser tab, click I Understand the Risks > Add Exception.
f) Ensure the Permanently store this exception box is checked.
g) Click Confirm Security Exception.

The browser tab closes after you accept the certificate and the accepted certificate link is removed from
the SSL Certificate Not Accepted dialog box. Close the browser tab if it does not automatically close.

Repeat the preceding steps for all the certificate links. After you accept all the certificates, the sign-in
process completes.

Step 5 If you use Chrome:
a) A page appears that states your connection is nor private. Click Advanced > Proceed to Finesse FQDN

to open the Finesse Sign-in page.
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b) Enter your agent ID or username, password, and extension, and then click Sign In.
c) In the SSL Certificate Not Accepted dialog box, click the certificate link.

A browser tab opens for the certificate that you need to accept.

d) On the browser tab, click Advanced > Proceed to Finesse FQDN.

The browser tab closes after you accept the certificate and the accepted certificate link is removed from
the SSL Certificate Not Accepted dialog box. Close the browser tab if it does not automatically close.

Repeat the preceding steps for all the certificate links. After you accept all the certificates, the sign-in
process completes.

If you click the certificate link and do not accept it, the certificate link stays enabled in the SSL Certificate
Not Accepted dialog box.

Note

Accept Certificates for Live Data Gadget
The Cisco Unified Intelligence Center Live Data gadget provides reports that you can view in the Finesse
desktop. If your desktop contains these reports, the first time you sign in, you may be prompted to accept
security certificates.

Procedure

Step 1 Sign in to the Finesse desktop.

The Cisco Unified Intelligence Center Live Data gadget displays a message that states Finesse is checking
for connectivity. If Finesse detects any security certificates that must be accepted, a message appears that lists
the certificates that you must accept to use Cisco Unified Intelligence Center.

Each Cisco Unified Intelligence Center report displays this message.Note

Step 2 Click OK.

A new browser tab (or window, depending on your browser settings) opens for each certificate that you need
to accept. The message in the gadget changes to state that to continue, accept the certificates in the opened
tabs.

Step 3 If you use Internet Explorer:
a) Click Certificate error > View Certificates to open the Certificate dialog box.
b) On the Certificate dialog box, click Install Certificate to open the Certificate Import Wizard.

If you are using Internet Explorer 11 with Windows 8.1, the Install Certificate option does not appear
until you add Finesse to your trusted sites.

1. From the browser menu, select Internet Options.

2. On the Security tab, click Trusted Sites > Sites.
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3. In the Add this website to the zone field, enter the URL for the Finesse desktop and click Add.

4. After you click Install Certificate, under Store Location, select Current User to install the
certificate for the current user only, or selectLocalMachine to install the certificate for all Windows
users on that computer.

If you select Local Machine, a dialog box appears that asks if you want to allow Windows host
process to make changes to this computer. Select Yes.

c) On the Certificate Import Wizard, click Next.
d) Select Place all certificates in the following store and click Browse.
e) Select Trusted Root Certification Authorities and click OK.
f) Click Next.
g) Click Finish.
h) On the Security Warning dialog box, click Yes to install the certificate.
i) On the Certificate Import dialog box, click OK.
j) Click OK on the Certificate dialog box.
k) Close the browser tab. Repeat the preceding steps until all certificates are accepted.

After the browser tabs are closed, the Cisco Unified Intelligence Center Live Data gadget reloads.

Step 4 To accept the certificates in Edge:
a) In certificate error browser tab, click Certificate error > View Certificates to open the certificate

information.
b) In the Certificate Information column, click Export to file, browser to any location on your computer

and save the certificate.
c) From Start, search and open theManage user certificates tool.
d) InManage user certificates, underCertificates - Local Computer, right-clickTrustedRoot Certification

Authorities and click All Tasks > Import.
e) In the Certificate Import Wizard, click Next.
f) Click Browse, navigate to the location where you exported the certificate, select the certificate, and click

Open.
g) In the Certificate Import Wizard, click Next > Next > Finish.
h) In the Certificate Import Wizard dialog box, click OK.
i) After the browser tabs are closed, the Cisco Unified Intelligence Center Live Data gadget reloads.

Step 5 If you use Firefox:
a) In each tab, click I Understand the Risks and click Add Exception.
b) Ensure the Permanently store this exception box is checked.
c) Click Confirm Security Exception.

After the browser tabs are closed, the Cisco Unified Intelligence Center Live Data gadget reloads.

Step 6 To accept the certificates in Chrome:
a) In Your connection is not private page, click Advanced > Proceed to CUIC FQDN.
After the browser tabs are closed, the Cisco Unified Intelligence Center Live Data gadget reloads.

Cisco Finesse Agent and Supervisor Desktop User Guide Release 12.0(1)
24

Common Tasks
Accept Certificates for Live Data Gadget



Sign Out of the Finesse Desktop

Do not close your browser to sign out of the Finesse desktop. Finesse can take up to 120 seconds to detect
that your browser is closed and an additional 60 seconds to sign you out. Finesse may continue to route contacts
to you during this time.

You cannot sign out of the Finesse desktop when your Voice or Digital Channels are in the Ready state.

Important

Procedure

Step 1 Ensure your state is set to Not Ready. Click the user options icon on the top-right corner of your screen. The
Sign Out option is displayed with a drop-down list of Sign Out reason codes.

Step 2 Select the appropriate Sign Out reason code to sign out.

If no Sign Out reason codes are configured for your team, Finesse signs you out when you click
Sign Out.

Note

Step 3 On the Sign Out screen, you can choose to exit the browser or click the Sign In link to be redirected to the
Finesse login screen.

Change Your State
When you sign in to Cisco Finesse desktop, by default your state is set to Not Ready. This is applicable to
both voice and digital channels.

You can set your state to Ready or you can choose from one of the configured Not Ready reasons.

While you are on a call, chat or replying to an email, you can select and apply a state when you complete the
task.

Change Your State for Voice Channels
When you sign in to Cisco Finesse desktop, by default your state is set to Not Ready. To accept incoming
call, you must set your state to Ready.

When you answer a call, you can change your state after you complete the call. If Wrap-Up is required, when
a call ends you transition to Wrap-Up state. While in Wrap-Up state, you can complete any after call work.
If Wrap-Up is optional, you can select Wrap-Up while on call to transition to Wrap-Up state when the call
ends.

To end the Wrap-Up state, you must select your new state from the drop-down or wait for the preconfigured
timer to expire.
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Procedure

Step 1 Click the drop-down besides your current state.
Step 2 Select the appropriate state from the list.

Your agent state changes to reflect your new selected state. If you select change of state while you are still
on call, the state change will reflect after you complete the call.

Change Your State for All Digital Channels
When you sign in to Cisco Finesse desktop, the default state will be Not Ready for all digital channels.
However, for individual digital channels, the default state reflected is as per registration for that particular
channel.

You can register and configure upto four digital channels for Unified CCE deployment.Note

To change state for all digital channels:

Procedure

Step 1 Click the drop-down beside your current state.
Step 2 Select Ready state from the list.

For all the digital channels, your selected state change is displayed as Ready.

What to do next

Proceed to change the state for your individual registered digital channels.

Change Your State for Individual Digital Channels
You can change the state for individual digital channels that you have configured and registered.

Procedure

Step 1 Click on the drop-down beside the configured channel.
Step 2 Select the required state from the list.

The change of state for the individual digital channels is reflected as a color change on the icon. For example,
to indicate the state change, if you have registered Available and Not Available as the terminologies for Chat
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channel, and you select Available as your state, theChat icon changes to green and if you select Non Available
the Chat icon changes to Red.

Popover Notifications for Digital Channels
When you receive a request for chat, email, or any digital channels that you have registered and configured,
a popover notification is displayed on the Finesse desktop. Click Accept to accept the request or Reject to
reject the request.

If you do not accept the request, the popover notification fades away. The duration of the notification is
configured by the administrator.

Note

Make a Call
Your status must be Ready or Not Ready to make an outgoing call.

Finesse supports the use of any ASCII character when you make a call. Finesse converts letters typed into the
dial pad into numbers. It does not remove non-numeric characters (including parentheses and hyphens) from
phone numbers. All alphabetical and special characters from the phone numbers including #, *, +, and : is
supported.

Note

Procedure

Step 1 Click the dialpad icon on the Cisco Finesse desktop.

The dialer dialog containing the keypad and a list of phone contacts is displayed. Your administrator assigns
the phone contacts.

Step 2 Click the contact from the list or manually enter the number into the dialpad to make a call.

Enter text in the search field to search the list of contacts. To edit the number before making a call,
click the edit icon next to the contact to populate the dialpad with the phone number.

Note

Step 3 To end the call, click End.

Answer a Call
You must be in Ready state to be available for customer calls. When a call arrives at the desktop, your state
automatically changes to Reserved. A popover notification with configured customer details is displayed with
the Answer button.
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You can receive a call from another agent while you are in Not Ready state.Note

Procedure

Step 1 Click Answer in the notification popover.

Your state changes to Talking. You are connected to the caller. The configured call variables is displayed in
the call control area and can be maximized or minimized, if required. This can be done by toggling the
maximize/minimize arrow or clicking on call control. If a second call arrives on the desktop, the original call's
call variables display is minimized.

Step 2 To end the call, click End.

Your state changes to Ready and you are available for the next incoming call.

To be in Not Ready state when the call ends, click the drop-down arrow beside your state while you are on
the call and choose Not Ready or Not Ready with the appropriate reason code. Your state changes to
Talking->Not Ready (Pending). After the call ends, your state changes to Not Ready.

Answer an Outbound Option Preview Call
An Outbound Option Preview call allows you to view a customer's contact information before you choose to
accept or decline the call.

Procedure

Step 1 Ensure your state is set to Ready to receive a call.

The Outbound Option Preview call arrives at the desktop as a popover with the Accept and Decline
buttons.Your state changes to Reserved (Outbound). The Call Control gadget expands to show customer
information.

Step 2 After you review the information, click Accept to accept the call or click Decline to decline the call.

If you accept the call, the system places the call to the customer. If the attempt succeeds, you are connected
to the customer. If the attempt fails, the reservation call disappears and Finesse places you in the Ready state.

If you decline the call, you must choose to reject or close the contact. If you click Reject, the contact remains
in the campaign to be retried at a later time. If you click Close, the contact is closed for the duration of the
campaign.
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Answer a Direct Preview Outbound Call
A Direct Preview Outbound call allows you to view a customer's contact information before you choose to
accept or decline the call.

Procedure

Step 1 Ensure your state is set to Ready to receive a call.

A Direct Preview Outbound call arrives at the desktop as a popover which has Accept and Decline buttons.
Your state changes to Reserved (Outbound). The Call Control gadget expands to show customer information.

Step 2 After you review the information, click Accept to accept the call or click Decline to decline the call.

If you accept the call, the system places the call to the customer directly from your phone. If the attempt
succeeds, you are connected to the customer. If the attempt fails, Finesse places you in Ready state.

If you decline the call, you must choose to reject or close the contact. If you click Reject, the contact remains
in the campaign to be retried at a later time. If you click Close, the contact is closed for the duration of the
campaign.

Reclassify a Direct Preview Outbound Call
The Reclassify button allows you to reclassify a Direct Preview Outbound call as Answering Machine, Fax,
Invalid Number, or Voice. By default, a call is classified as Voice. This button is available after you accept
the Direct Preview call and remains for the life of the call. This also available while you are in the Wrap-Up
state. You can reclassify a call multiple times.

Procedure

Step 1 Answer a Direct Preview Outbound call.
Step 2 Listen to the call. If you determine the number called is busy, an answering machine, a fax, or an invalid

number, click Reclassify.
Step 3 Choose the appropriate option from the resulting drop-down.
Step 4 To end the call, click End.

Schedule a Callback
If you are on an Outbound Dialer call and the customer wants to be called back at a later time, you can schedule
a callback.
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Procedure

Step 1 While you are on the call, click Callback.

The Callback dialog box appears. The Current Time field contains the current time in the customer's time
zone (this field is read-only). The Phone Number field contains the phone number that was dialed for this
call.

Step 2 If the customer prefers to be called back at a different phone number, enter the new phone number in the
Phone Number field.

Step 3 In the Date and Time fields, enter the date and time to call the customer. Type the date and time in to the
respective fields or choose the date and time from the displayed calendar.

You must enter the time in the customer's location (not the time in your location).

You can toggle between AM or PM and click Enter.

The time corresponds to the customer's time zone. Finesse uses the customer's area code to determine
the time zone. A customer using a mobile phone may not be in the time zone that matches the area
code of the phone. Therefore, you should confirm the time zone with the customer.

Note

Step 4 Click Schedule.
Step 5 If you need to update the information after you schedule a callback, click Callback to re-open the Callback

dialog box.
Step 6 Update the necessary fields and click Update.
Step 7 If you need to cancel the callback after you schedule it, click Callback to re-open the Callback dialog box.
Step 8 Click Cancel.

A message is displayed confirming that the callback has been canceled.

Answer an Outbound Option Personal Callback Call
When you are on an Outbound Option call, you can schedule a customer callback at a more convenient time.
Scheduled callbacks can be personal or regular, depending on the configuration of your contact center. Regular
callbacks appear on your desktop in the same Outbound Option mode as the original call (for example, if the
original call was a Preview call, the callback call is a Preview call).

Personal callbacks are similar to Outbound Option Preview calls but the buttons on the desktop are slightly
different.

Procedure

Step 1 Ensure your state is set to Ready to receive a call.

When an Outbound Option Personal Callback call arrives at the desktop, your state changes to Reserved
(Outbound). The Call Control gadget expands to show customer information.

Step 2 After you review the information, click Accept to accept the call or click Decline, and then click Close.
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If you accept the call, the system places the call to the customer. If the attempt succeeds, you are connected
to the customer. If the attempt fails, the reservation call disappears and Finesse places you in Ready state.

If you decline the call, the contact is closed for the duration of the campaign.

Initiate a Consult Call
You must be on an active call to initiate a consult call.

Procedure

Step 1 Click Consult.

The dialer dialog containing the keypad and a list of phone contacts is displayed.

Step 2 Choose the contact you want to consult from the list of contacts or enter the number into the dialpad.
Step 3 On the dialpad, click Call.

The customer call is placed on hold and you are connected to the contact that you called.

Step 4 After you consult with the contact that you called, you can choose to end the consult call and retrieve the
customer call, conference the customer into the consult call, or transfer the customer to the agent or supervisor
that you consulted.

DescriptionOption

Click End on the consult call and click Retrieve on the
customer call.

To end the consult call and retrieve the customer
call

Click Retrieve on the customer call.To place the other agent or supervisor on hold and
go back to the customer ClickRetrieve on the consult call to place the customer

on hold and go back to the other agent or supervisor.

Click Conference. If you want to leave the conference,
click End.

To conference the customer into the consult call

Click Transfer.To transfer the customer to the agent or supervisor
you are consulting with

Transfer a Call (Single-Step Transfer)
This feature allows you to transfer a call without first initiating a consult call.
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You must be in Talking state to initiate a transfer. If you put the call on hold, the Transfer button disappears.Note

Procedure

Step 1 Click Direct Transfer.

The dialer dialog containing the keypad and a list of phone contacts is displayed.

Your administrator assigns your phone contacts.Note

Step 2 Choose a contact from the list or enter the number you want to call into the dialpad.

Enter text in the search field to search the list of contacts or select a contact to populate the dialpad
with the phone number.

Note

Step 3 On the dialer dialog, click Direct Transfer.

The call disappears from your desktop. You are now ready for the next call.

Send DTMF
Use this feature to send a string of dual-tone multifrequency (DTMF) digits during a call. For example, you
can use this feature to interact with an interactive voice response (IVR) system to enter an account number
or a password.

You must be on an active call to use this feature.Note

Procedure

Step 1 Click the Keypad button.

The dialer dialog containing the keypad and a list of phone contacts is displayed.

Step 2 Click the appropriate buttons on the dialpad to enter the DTMF digits.

You can send the following characters as part of a DTMF string:

• 0-9

• A, B, C, and D

• pound sign (#)

• asterisk (*)
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You must use the dialpad to enter the digits. You cannot type the digits using your keyboard.Note

The corresponding characters appear in the text field above the dialpad (this text field is read-only).

Step 3 Click the Keypad button again or click anywhere outside to close the dialpad.

Desktop Chat
Desktop Chat interface is hosted by the Finesse browser desktop and requires a separate login. This feature
provides chat functionalities required for agents and supervisors to chat with each other or with other Subject
Matter Experts in the organization. Desktop Chat will be available on your Finesse desktop only if the
administrator has configured this feature for you.

Desktop Chat does not support Single Sign-On. It requires an explicit login for both SSO and non SSO
platforms.

Note

Desktop Chat users are identified with a unique identity which is in the form of username@FQDN.com.

The agent state in the Desktop Chat is seperate from the Voice or Digital Channels state and can be controlled
by the user.

The Desktop Chat state is reflected in the user's combined presence. For example, If you are logging into
Desktop Chat, you are seen as available in Jabber or other connected chat tools.

While accepting the Desktop Chat certificates, if you accept one certificate and skip the rest, you will lose
your Desktop Chat status during a failover. Ensure to accept all certificates to preserve the Desktop Chat login
and status after a failover. Depending on the failover type, you may either lose or retain all your Desktop chat
sessions.

Sign In to Desktop Chat

Procedure

Step 1 In the Finesse desktop, click the Desktop Chat icon ( ).
Step 2 Enter your username and password in the appropriate fields and click Sign In.
Step 3 Note If you are using self signed certificates, you get the certificate acceptance window.

Click the certificate link. A new browser tab opens for the certificate you need to accept. A certificate error
appears in the address bar.

To accept the certificates in Internet Explorer, refer to the section Accept Security Certificates > Step 2 >
Substep d onwards.

To accept the certificates in Edge, refer to the section Accept Security Certificates > Step 3 > Substep d
onwards.
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To accept the certificates in Firefox, refer to the section Accept Security Certificates > Step 4 onwards.

To accept the certificates in Chrome, refer to the section Accept Security Certificates > Step 5 onwards.

Add Contact
If you have Cisco Jabber on your desktop, then the first time you sign in to Desktop Chat, you will see your
Cisco Jabber contact list in the Desktop Chat window. If you do not have Cisco Jabber, your contact list will
be empty.

Procedure

Step 1 To add a contact:

• In the empty contact list, enter the agent name or ID in the Search field.

When you enter the text to search, the Search field pre populates relevant results in a drop-down.

From the results list, hover over the required contact and click the icon.

Note

• In the existing contact list, click the icon at the end of the group and click Add.

• From the Recent Chats group, click the icon at the end of the required chat and click Add.

Step 2 In the Add Contact window, you can choose to change the display name.
Step 3 From theAdd to Group drop-down, either choose an existing group or create a new group to add the contact.
Step 4 Click Add.

The contact is added to your existing or newly created group.

Edit Contact
Use this option to change the contact name or contact group.

Procedure

Step 1 In the Contact list, click the icon at the end of the required contact.
Step 2 From the drop-down, click Edit.
Step 3 In the Edit Contact window, modify the display name or the group.

While modifying the group for the contact, you can either add the contact to existing groups or create a new
group.

Step 4 Click Save.
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Move Contact
Use this option to move a contact to a different group.

Procedure

Step 1 To move a single Contact:
a) Click the icon at the end of the required contact.
b) From the drop-down, clickMove.
c) In the Select Destination window, select an existing group or create a new group.
d) ClickMove.

Step 2 To move multiple contacts:
a) Press and hold the Ctrl key and select the required contacts.
b) On the Contact list header, clickMove.
c) In the Select Destination window, select existing groups or create a new group.
d) ClickMove.

Delete Contact
Use this option to delete a contact. If the contact is part of multiple groups, it is removed only from that group
and not from the other groups.

Procedure

Step 1 To delete a single contact:
a) In the Contact list, click the icon at the end of the required contact.
b) From the drop-down, click Delete.
c) In the confirmation prompt, click Delete to remove the contact from that group.

Step 2 To delete multiple contacts:
a) Press and hold the Ctrl key and select the required contacts.
b) On the Contact list header, click Delete.
c) In the confirmation prompt, click Delete to remove the contact from that group.

Edit Group
Use this option to change the group name.
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Procedure

Step 1 In the contact list, click the icon at the end of the required group.
Step 2 From the drop-down list, click Edit.
Step 3 In the Group window, modify the group name.
Step 4 Click Save.

Delete Group
Use this option to delete a group.

Procedure

Step 1 In the Contact list, click the icon at the end of the required group.
Step 2 From the drop-down, click Delete.
Step 3 In the confirmation prompt, click Delete.

The group is removed with all the contacts in it.

Chat Window
When you receive an incoming chat request, a chat window pops up with the display name of the agent in the
chat window header. If the Finesse desktop window or tab is inactive, Finesse displays a notification with the
chat details. Click the toaster notification to restore the Finesse desktop.

You can move the chat window to any location on the screen but cannot maximize it to the full screen.

You can chat with agents who are logged into the Desktop Chat. You cannot send messages to the signed out
agents.

Note

The Desktop Chat window provides the following functionalities:

• Typing area: Type your message in the typing area. Right-click to perform basic clipboard operations.

• The typing awareness indicator shows when the other participant is typing.

• Multiple chats:

• All agents are displayed in the chat tabs at the bottom of the chat window.

• The chat tab area displays up to three active chats. To view more than three active chats, click the
icon.

• For each chat tab, the unread chat notification is shown in a badge next to the display name. The
badge disappears when that chat tab is active.
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• When you hover over the status on any chat tab next to the display name, you get the option to close
that chat tab.

• Click the chat window header to minimize or maximize the chat window.

• Whenminimized, the chat window header shows the total number of chats that have unreadmessages.

• Click X on the chat window header and confirm to close all chats.

• Chat history: The Desktop Chat window stores the chat history only for a particular session. If you sign
out or the browser is refreshed or closed, the chat history is lost.

• Resize chat window: Click the button on the chat window header to increase the chat window frame

size and the button to restore the frame size.

• Attachments:

The administrator should have enabled attachment support for you to send and
receive attachments.

Note

• To send an attachment:

1. Click the Send a file button and navigate to the file you want to send.

2. Click OK.

• When you receive an attachment, you are prompted to Accept and Decline the attachment. Click
Accept to download the attachment or click Decline to reject it.

• The file name and file size are displayed in the attachment header.

• The attachments are downloaded in the downloads folder of the browser.

• You cannot open the attachment from the chat window.

• The supported file types and maximum attachment size are configured by your administrator.

You can send or receive attachments only from the users using Desktop Chat.Note

Change Your Desktop Chat State
When you sign in to the Desktop Chat, your state is set to Available by default. To change your state:

Procedure

Step 1 Click the drop-down arrow beside your current state in the Desktop Chat window.
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Step 2 Choose the appropriate state from the list.

If your status in set to Do Not Disturb and you receive a chat message, the message is displayed only if your
chat window is active. If the chat window is closed or minimized, the Desktop Chat icon blinks and you will
only see the minimized chat window header with the number of chat tabs that have unread messages.

Note

Sign Out of Desktop Chat
When you sign out of the Desktop Chat, you will only be signed out from the Desktop Chat and not the Voice
or Digital channels. Your Voice and Digital Channels state remains the same. To sign out:

Procedure

Step 1 Click the drop-down arrow beside your current state in the Desktop Chat window
Step 2 From the displayed list, click Sign Out.

Apply Wrap-Up Reason
Wrap-up Reasons are applied to calls. If your administrator has assigned wrap-up reasons to you, theWrap-Up
Reason button appears when you are on a call or when you are in Wrap-Up state after a call (if you are
configured for Wrap-Up).

If you do not have any Wrap-Up Reasons assigned to you, you will not have this feature on your desktop.
Your administrator creates and assigns Wrap-Up Reasons.

Wrap-Up Reasons are set on per call basis. This means if you apply a wrap-up reason for a call, the same will
be reflected on desktops of all other participants (agents) of the call.

Note

You can enter a Wrap-Up Reason during a call or while you are in Wrap-Up state after the call ends (this
includes normal call termination as well as transfer and conference drop scenarios). If Wrap-Up is required,
you automatically transition to Wrap-Up state when the call ends. If wrap-up is optional, you can select
Wrap-Up from the agent state drop-down during the call. Your state then appears as Talking -> Wrap-Up
(Pending) for the duration of the call. When the call ends, you transition to Wrap-Up state and can complete
any after call work.

If you want to specify what state to enter when the wrap-up timer expires, you can select the state from the
drop-down before you select Wrap-Up. For example, while on a call, select Not Ready from the drop-down.
Then select Wrap-Up.

To end Wrap-Up state, select your new state (Ready or Not Ready) from the drop-down or wait for the
preconfigured timer to expire.
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Once you enter a Wrap-Up state no further call updates will be made in the call control gadget. However, if
you enter a wrap-up reason for the call while in wrap-up state, the call control gadget will be updated with
the new wrap-up reason only; all other call information will remain as they were prior to entering the wrap-up
state.

Note

Procedure

Step 1 ClickWrap-Up.

Step 2 You can either select the appropriate reason by scrolling through the drop-down or use the provided search
field in the Wrap-Up drop-down.

Step 3 Click Apply.

A check icon appears on top of theWrap-Up button to indicate that Finesse successfully applied theWrap-Up
reason. The Wrap-Up reason that is applied is displayed as a tag just below the search field in the Wrap-Up
popover.

You can change the Wrap-Up reason during the call. If you decide you want to use a different
Wrap-Up reason, click theWrap-Up button again, select a newWrap-Up reason, and clickApply.

If you want to cancel the Wrap-Up reason, click Cancel to close the Wrap-Up popover.

Note

Force Wrap-Up
If your administrator has assigned wrap-up reasons and you wish to change your state from wrap-up to any
other state, a tooltip with the message Select Wrap-Up Reason is displayed. You cannot change your state
unless the wrap-up reason is applied, or your timer expires and your state is changed automatically.

The wrap-up timer is applicable when administrator has set the wrap-up time for the CSQ. When agents end
a call, the wrap-up timer starts the countdown and agents are required to wrap-up before the timer reaches
zero.

For Example, if the timer is set to 30 seconds, the timer starts from 30 and ends on zero.

The wrap-up timer is displayed below the state.

View My History
Use theMyHistory tab on the Agent or Supervisor desktop to view your recent call history and state history.

Recent Call History

Click theMy History tab on the desktop, you can view the following details of your calls since the last time
you logged in:

• Type: Indicates if the call was an Inbound or Outbound call.
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• Number: Indicates the phone number of the call.

• Disposition: Indicates the action taken for the call.

•Wrap-Up Reason: Indicates the call reason category.

• Queue: Indicates the queue associated with the call.

• Start-Time: Indicates the start time of the call.

• Duration: Indicates the duration of the call.

• For Inbound calls it includes the ring time, talk time, and hold time.

• For Outbound calls it includes dial tone, ring back, talk time, and hold time.

• Make Call: Click on the call icon to initiate an outgoing call when in Ready or Not Ready state.

Recent State History

Click theMy History tab on the desktop, you can view the following details of your call state history since
the last time you logged in:

• Start Time: Indicates the time when agent state was initiated.

• State: Indicates the ACD agent state.

• Reason: Indicates the reason for the current agent state.

• Duration: Indicates the duration of the agent state.

View Multiple Live Data Report Views
Cisco Unified Intelligence Center allows you to view multiple Live Data reports or views on a single gadget.
You can select the desired view to display from a drop-down on the gadget toolbar, which lists up to five
report views in Report Name - View Name format. Your administrator determines which views are available
for you to select.

From the Live Data report toolbar, you can:

• Pause and resume event updates in the Live Data gadget using the Pause and Play button. (If the button
is paused when there are updates available on the gadget, a notification appears over the button.)

• Hide and restore the toolbar using the arrow in the center of the toolbar.

• Access help for the relevant reporting gadgets by clicking the help button.

View Context Service Data
Cisco Context Service is a cloud-based omnichannel solution for Cisco Unified CCE. It enables you to capture
the customer’s interaction history by providing flexible storage of customer-interaction data across any channel.

For more information about Context Service and to check service availability, see https://help.webex.com/
community/context-service.
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Procedure

Step 1 To view the Context Service gadget, click theManage Customer tab.
Step 2 For information about how to use the Context Service, see the instructions provided in the gadget.

View Team Message
On logging in to the Finesse desktop, you can view the Team Message banner which broadcasts the active
team updates sent by your supervisor in real-time. The total number of active messages sent by your supervisor
is displayed in the banner. By clicking the number, you can view the latest message with the name of the
supervisor and the timestamp being displayed against each message.

You can toggle between the active messages (note that messages expire after a time frame, as set by the
Supervisor).

If the Finesse desktop is inactive, a toaster notification appears when a new team message is sent by the
Supervisor. You can click the notification to view the message.

During failover, the team message banner and the failover banner will be displayed together.Note

Send Error Report
If you experience problems with the Finesse desktop, you can send a set of desktop logs to your administrator.

Procedure

Step 1 To send desktop logs to the administrator, click the user options on the top-right corner of your screen.
Step 2 Select the Send Error Report option from the drop-down.

After Finesse desktop submits the logs, the Send Error Report option changes to display the Successfully
Sent confirmation message.

The Send Error Report option reappears after the Finesse desktop submits the logs.

If your browser freezes or crashes before you can click the Send Error Report option and you need
to restart your browser, do not click the Send Error Report option right away. After a browser restart,
the logs are no longer available. You must wait until the desktop starts to exhibit the problem again
and then select the option.

Note
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C H A P T E R 3
Supervisor Tasks

This chapter describes the tasks that supervisors perform.

• View Team Performance, on page 43
• View Active Call Details, on page 44
• View Recent Call History, on page 44
• View Recent State History, on page 45
• Change State of Agent, on page 46
• Monitor a Call, on page 46
• Barge In on a Call, on page 47
• Intercept a Call, on page 47
• Send Team Message, on page 48

View Team Performance
Use the Team Performance gadget to view the agents on each of your assigned teams.

Procedure

Step 1 In the Team Performance gadget, you can view the details of the team selected by default in the Team Name
drop-down.

A list of agents for the selected teamwith their current state, time in state, extension, and action appears. Click
the headers of the columns to sort by Agent Name, State, Time in State, or Extension.

For the Time in State to appear for logged out and Not Ready agents, the agent state must have
changed at least once post server restart.

Note

By default, the list will only contain logged in agents for the selected team. To view both, logged in and logged
out agents, check the Include logged out agents checkbox.

Select an agent and in the corresponding row, click under the Actions tab to monitor the agent, change
the state to Ready, Not Ready, or Sign Out the agent.

The Time in State field refreshes every 10 seconds. When Finesse receives the next agent state
change event for an agent, the timer resets to 0.

Note
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Step 2 To view another team, click the Team Name drop-down and choose a new team.

View Active Call Details
If the Administrator has configured the active call details for you, use the Team Performance gadget to view
the active call details of an agent of your assigned team.

Procedure

Step 1 From the Team Name drop-down, choose the agent's team.
Step 2 From the displayed list, choose an agent in the Talking state.
Step 3 In the Actions tab of the selected agent, click the down arrow.

The following call details are displayed:

• The popover call variable header and the call variables configured by the administrator.

• Active Participants: The phone numbers of the active participants in the call.

• Held Participants: The phone numbers of the held participants in the call. The Held Participants
information is not available for unmonitored devices. For example, customer or external devices.

Active Participants and Held Participants lists do not contain the expanded agent number, it
contains only other participants in the call.

Note

• Duration: The duration of the call.

• Call Status: The current status of the call. Indicates the status of the expanded agent in the call.

• Queue Name: The customer service queue to which the call belongs to.

View Recent Call History
If the Administrator has configured view history for you, use the Team Performance gadget to view the call
history of an agent of your assigned team.

Procedure

Step 1 From the Team Name drop-down, choose the agent's team.
Step 2 From the displayed list, choose any agent. The list contains all logged in agents for the selected team. To view

logged in and logged out agents, check the Include logged out agents checkbox.
Step 3 In the Actions tab of the selected agent, click > View History.

The following call details of the selected agent's Recent Call History are displayed:
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• Start Time: Indicates the start time of the call.

• Duration: Indicates the call duration.

• Type: Indicates if the call was an Inbound or Outbound.

• Number: Indicates the phone number of the call.

• Disposition: Indicates the action taken on the call.

• Queue: Indicates the name of the queue assigned to the agent.

•Wrap-Up Reason: Indicates the Wrap-Up Reason selected by the agent.

You cannot select any other agent or choose another teamwhile the recent call history of the selected
agent is being loaded. However, you may change an agent's state or monitor an agent's call during
this time-frame.

Note

To navigate back to the Team Performance gadget view, click on the left arrow next to the View
Recent Call History header.

Note

View Recent State History
If the Administrator has configured view history for you, use the Team Performance gadget to view the state
history of an agent of your assigned team.

Procedure

Step 1 From the Team Name drop-down, choose the agent's team.
Step 2 From the displayed list, choose any agent. The list contains all logged in agents for the selected team. To view

logged in and logged out agents, check the Include logged out agents checkbox.
Step 3 In the Actions tab of the selected agent, click > View History.

The following details of the selected agent's Recent State History are displayed:

• Start Time: Indicates the start time of the call.

• State: Indicates the agent state. In the Team Performance gadget, when an agent state changes toWrap-Up,
the corresponding state in the Recent State History gadget will display asWORK_READY.

• Reason: Indicates the wrap-up reason of the call.

• Duration: Indicates the call duration.

You cannot select any other agent or choose another team while the recent state history of the
selected agent is being loaded. However, you may change an agent's state or monitor an agent's call
during this time-frame.

Note
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To navigate back to the Team Performance gadget view, click on the left arrow next to the View
Recent State History header.

Note

Change State of Agent
Use the Team Performance gadget to change the state of an agent to Ready, Not Ready, or Sign Out.

Procedure

Step 1 From the Team Name drop-down, choose the agent's team.
Step 2 From the displayed list, choose an agent to change the state.
Step 3 In the Actions tab of the selected agent, click and choose:

To force the agent state to Ready.Ready

To force the agent state to Not Ready.Not Ready

To sign the agent out.Sign Out

In the Actions tab, the Ready, Not Ready, and Sign Out options are active only if the action is allowed.

For example, if you select an agent who is in Ready state, you will see only the Not Ready and Sign Out
options. If you select an agent who is in Not Ready state, you will see only the Ready and Sign Out options.

If you sign out an agent on an active call (in Talking state), or has a call on hold (in Hold state), that agent is
immediately logged out of the desktop but the call is retained.

Monitor a Call
You must be in Not Ready state to monitor an agent. You can only monitor one agent at a time. To monitor
another agent, you must end the silent monitoring call and then select a new agent.

Procedure

Step 1 From the Team Name drop-down, choose the team whose agents you want to monitor.
Step 2 In the Actions tab of the selected agent, click >Monitor.

The silent monitor call appears in the call control area of the desktop. The Hold, Barge In, and End buttons
are enabled. Click:

To place the call on hold.Hold

To retrieve the call placed on hold.Retrieve
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To barge in to the call.Barge In

Step 3 To end the silent monitor call, click End.

Barge In on a Call
The Barge In feature allows you to join a call between an agent and a caller.

You can only barge in on a call that you are silently monitoring.Note

Procedure

Step 1 From the Team Name drop-down, choose the agent's team.
Step 2 From the displayed list, choose an agent in the Talking state.
Step 3 In the Actions tab of the selected agent, click >Monitor.

The silent monitor call appears in the call control area of your desktop. The Barge In button appears.

Step 4 Click Barge In.

The call becomes a conference call between you, the agent, and the caller.

Intercept a Call
After you barge in to a call between an agent and a caller, you can intercept the call by dropping the agent
from the call. You can also drop any participant from a conference call in which you are a participant.

Procedure

Step 1 Click the Drop drop-down.
Step 2 Click the agent to drop from the list of participants.

Even if an agent initiates a conference call, only the supervisor can drop an agent from the call. The Supervisor
cannot drop a CTI Route Point, IVR Port, or a caller.

Note
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Send Team Message
The Team Message feature allows you to create and send a broadcast message to one or multiple teams. The
message appears as a banner across the Finesse desktop and agents can view these messages in real-time.
TeamMessage will be available on your Finesse desktop only if the administrator has configured this feature
for you.

Procedure

Step 1 In the Finesse desktop, click the Team Message icon.
Step 2 In theCompose Message box, enter the broadcast message (maximum number of characters allowed is 255).
Step 3 Select the team or teams to send the message by checking the check box next to the team name.

You can send multiple messages to a single team, multiple teams, or all teams.Note

Step 4 From the drop-down, you can set an expiry time for the composed messages: starting at 5 minutes and ending
at 23:55 hours. The time is displayed in hours and minutes. However, this time frame can be edited.

Step 5 Click Send.

You can view the latest messages sent by clicking Show recent messages. If you wish to delete any or all
messages, check the check box next to the message. Click Delete and confirm the deletion.

The message is removed from active display and the previous non-expired team message will become the
active message for the agent.

Administrator or supervisor who creates a Team Message can delete the created Team Message
through TeamMessage API. For more information on deleting a TeamMessage, see
https://developer.cisco.com/docs/finesse/#!teammessage-delete-a-team-message.

Note

The rate at which messages (create/delete) are published to the teams involved, is capped at 400 per hour and
themaximum number of activemessages allowed is 4800. If the limit of activemessages is reached, supervisors
will not be able to broadcast new messages until an existing team message is deleted or it expires.

As there are no individual limitations on supervisors, either one or all supervisors can broadcast messages up
to the maximum active messages limit.

Note
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C H A P T E R 4
IP Phone Agent Tasks

• Finesse IP Phone Agent, on page 49
• Sign In to Finesse on the IP Phone, on page 50
• Change State on the IP Phone, on page 51
• Apply Wrap-Up Reason on the IP Phone, on page 52
• Sign Out of Finesse on the IP Phone, on page 52
• Recover Finesse IP Phone Agent Service After Failure, on page 53
• Set Finesse Service and Credentials Using the Self Care Portal, on page 53
• Finesse IPPA Behavior, on page 54

Finesse IP Phone Agent
With Finesse IP Phone Agent (IPPA), you can access Finesse features on your Cisco IP Phone as an alternative
to accessing Finesse through your browser. Finesse IPPA supports fewer features when compared to the
Finesse desktop in the browser, but it does allow you to receive and manage Finesse calls if you lose or do
not have access to a computer.

Supervisor Tasks

Finesse IPPA does not support supervisor tasks such as monitor, barge, and intercept, but supervisors can
sign in and perform all agent tasks on their IP Phones.

To perform supervisor tasks for Finesse IPPA agents, supervisors must sign in to the Finesse desktop and
follow the same steps that they use for the Finesse desktop agents (currently restricted to viewing team
performance and changing an agent's state).

Agent Tasks

The following table provides a quick reference for common agent tasks:

StepsTask

• Press Services > Cisco Finesse.

• Enter your ID, password, and extension.

• Press SignIn.

Sign In
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StepsTask

Press Ready or NotReady.Change State

PressWrapUp and select from the list.Apply Wrap-Up Reasons

If Wrap Up is optional, pressWrapUp during the call to move to
Wrap Up state after the call ends.

Enable Optional Wrap-Up

From the Not Ready state, press SignOut.Sign Out

For more information about agent tasks, see the following sections.

Sign In to Finesse on the IP Phone
Before you begin

Your administrator must set up your Finesse IPPA access.

Procedure

Step 1 On your IP Phone, press the Services button.

The example figures shown in this procedure may differ from your phone's layout and display.Note

Step 2 Select Cisco Finesse.
Step 3 Enter your agent ID, password, and extension, and press SignIn.
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You must enter your agent ID in the ID field. Unlike the Finesse desktop, Finesse IPPA does not
support username for sign in.

Note

Your administrator can set up your phone with One Button Sign In, which allows you to sign in without
specifying your ID, password, or extension. In this case, when you select Finesse from the Services menu,
Finesse IPPA automatically enters your sign-in information, and youmove directly to the home screen. Finesse
IPPA One Button log in can also be configured by the Administrator with only some of the parameters like
ID and Extension. In this case, you must enter only your password to sign in.

When signing out from the Finesse IPPA application, the Sign In page is displayed. Click on the Exit button
to ensure that Single-Sign On works correctly the next time you log in to the Cisco Finesse application.

Note

Change State on the IP Phone
When you sign in to Finesse on the IP Phone, your initial state is set to Not Ready. To receive calls, set your
state to Ready.

While you are on a call, you can set the state that will apply when the call is complete. In this case, Finesse
shows your current state and the pending state that Finesse applies after the call ends.

Procedure

Step 1 To set your state to Ready, press the Ready button.
Step 2 To set your state to Not Ready, press the NotReady button.
Step 3 If Not Ready reason codes appear, scroll to the desired reason, and press the Select button.

To change your selected reason code, press the NotReady button again and select a different reason.
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Apply Wrap-Up Reason on the IP Phone
AWrap-Up reason indicates why a customer called the contact center. For example, you can have oneWrap-Up
reason for sales calls and another for support calls.

Your administrator can assign Wrap-Up reasons to you. In this case, the WrapUp button appears when you
are on a call or while you are in Wrap-Up state after the call ends.

When you are on a call (talking state), theWrapUp button is displayed with the Ready and Not Ready buttons.
You can select the WrapUp reason before ending the call.

If you do not select the Wrap-Up reason before ending the call, and if Wrap-Up reason is configured for you
by the administrator, thenWrapUp button is displayed after you end the call. You can now select theWrap-Up
reason.

If the administrator has not configured Wrap-Up reasons for you, the WrapUp button is not displayed.

Note

Your administrator can set Wrap-Up as a required or optional step. If Wrap-Up is required, you move to the
Wrap-Up state automatically after the call ends to complete any after call work. If Wrap-Up is optional, press
WrapUp during the call to move to the Wrap-Up state after the call ends.

Procedure

Step 1 If Wrap-Up is required, pressWrapUp during or after the call and select a Wrap Up reason from the list.
Step 2 If Wrap-Up is optional, pressWrapUp during the call and:

• SelectWrap Up After Call, and select a Wrap-Up reason after the call ends.

• Select Apply Wrap Up Reason, and select a Wrap-Up reason during the call.

Step 3 To end the Wrap-Up state after the call ends, select your new state (Ready or NotReady) or wait for the
preconfigured timer to expire.

While you are on a call, you can specify the next state to apply after Wrap-Up by selecting that state first. For
example, while on a call, select NotReady and then selectWrapUp. When the call ends, you enter the
Wrap-Up state with a pending state of Not Ready. When the Wrap-Up timer expires, you enter the Not Ready
state.

You cannot enter aWrap-Up reason after you transfer a call. To enter aWrap-Up reason for a call you transfer,
select the Wrap-Up reason while the call is in progress.

Sign Out of Finesse on the IP Phone
Before you begin

You must be in the Not Ready state to sign out.
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Procedure

Step 1 Press the SignOut button.
Step 2 If Sign Out reason codes appear, select the desired Sign Out reason, and press the Select button.

Recover Finesse IP Phone Agent Service After Failure
If the Finesse server you are currently signed in to goes out of service, the IP Phone displays an error indicating
the Finesse service is unavailable. Unlike the Finesse desktop, the Finesse IP Phone Agent does not
automatically failover to the alternate Finesse server. To resume normal operations, exit from the current
Finesse IP Phone service and manually sign in to an alternate Finesse IP Phone service.

Procedure

Step 1 Press Retry to retry the current Finesse service.
Step 2 If the issue is not resolved, sign in to an alternate Finesse service:

a) Press Exit to exit the current Finesse service.
b) Press the Services button.
c) Select an alternate Cisco Finesse service from the menu.
d) Enter your agent ID, password, and extension, and press the SignIn button.

• If none of the available Finesse services allow you to connect, contact your administrator.

• If your IP Phone displays pending state information when you lose connection with the Finesse service,
that state information is lost when you sign in again.

Note

Set Finesse Service and Credentials Using the Self Care Portal
Your administrator may ask you to subscribe your phone to the Finesse service using the Unified CM Self
Care Portal. If your administrator sets up One Button Sign In, theymay also ask you to enter your ID, extension,
or password in the Unified CM Self Care Portal. (Finesse IPPA can then enter these credentials for you
automatically each time you sign in.)

Procedure

Step 1 Use your ID and password to sign in to the Self Care Portal from the following URL:

http://UCM address/ucmuser
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Where UCM address is the address of Cisco Unified CM provided by your administrator.

Step 2 On the Self Care Portal, navigate to Phones > Phone Settings > Services.
Step 3 Select the phone that you want to subscribe to the Finesse service.
Step 4 If your administrator has already subscribed this phone to the Finesse service, click the Edit Service icon for

the Finesse service, and go to Step 7. Else, go to Step 5.
Step 5 Click Add New Service for the phone and select the Finesse service from the drop-down.
Step 6 In the Display Name field, enter Cisco Finesse (or another display name that is appropriate for your

phone).
Step 7 If your administrator requests that you enter your credentials, enter the required values for your agent id,

password, and extension.
Step 8 Click Save.

What to do next

If your administrator has also set up a secondary Finesse service as a backup, perform these steps again on
the secondary service.

Finesse IPPA Behavior
The following notes describe how Finesse IPPA behaves when you perform certain agent tasks.

Call Data Display

• When you make or receive a call, Finesse IPPA displays call data on the phone based on the
administrator-defined layout. Unlike the Finesse desktop, Finesse IPPA displays all call data in one
column. The display order relative to the Finesse desktop is: header, left column, right column. You can
scroll to view the data as required.

• When you are on multiple calls (such as a consult call), Finesse IPPA displays call data for the active
call. If all calls are on hold, Finesse IPPA displays call data for the last active call.

• Some IP Phonemodels display the Finesse IPPA screen and not the home screen during an ACD incoming
call. You cannot accept the call as theAnswer andDecline soft keys are not enabled in the Finesse IPPA
screen. To answer the call:

• Press the hard key on the top right of the IP Phone.

• Use the phone handset.

• Press the speaker button.

Phone Behavior When You Make a Call

• If you make a call without first navigating to the home phone screen, sometimes the IP Phone changes
the display to the Finesse screen. To view the dialed numbers, navigate back to the home phone screen.

• If you call a busy number, the IP Phone first displays a Busy message, and then Finesse displays a
Talking message until you end the call. You can safely ignore the Talking message.
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Reserved and Hold State Not Displayed

• Unlike the Finesse desktop, Finesse IPPA does not display Reserved or Hold states. Instead, Finesse
IPPA continues to display the previous state that applied (for example, Ready or Talking) before you
moved to reserved or on hold.

No Wrap Up on Transferred Calls

• If you transfer a call, you cannot set any Wrap Up data for the call even if Finesse IPPA shows you in
the Wrap Up state. To enter a Wrap Up reason for a transferred call, select the Wrap Up reason while
the call is in progress.

Additional Finesse IPPA Behavior

• The Simplified New Call UI is currently not supported in Finesse IPPA. Enabling this feature will not
allow the agent to make outbound calls in READY state.

• Finesse IPPA is not supported on VPN.

• When Finesse IPPA phone is powered off or reset, you will be logged out of the physical device.
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